
Instructions for downloading the certificate for the Root Certificate Authority (CA).  

1. Go to the following website: http://dodpki.c3pki.chamb.disa.mil/rootca.html 
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2. Right-click on the link “Download Root CA 2 Certificate” (purple in the above image) 
a. Click “Save Target As…” from the popup menu. 

 

 

 

 

 

 

 

 

 

 



3. Save the file to a location where you will be able to find it, such as the Desktop. 

 

 

 

 

 

 

 

 

 

 

 



4. Locate the saved file named “rel3_dodroot_2048.p7b” 
a. Right-click the file and select “Install Certificate” from the popup menu. 

 

 

 

 

 

 

 

 

 

 



5. The Certificate Import Wizard will start. 
a. Click the “Next “ button to proceed to the next step. 

 

 

 

 

 

 



6. On the “Certificate Store” screen, make sure that “Automatically select the certificate store 
based on the type of certificate” is selected.  This is the default choice. 

a. Click the “Next” button to proceed. 

 

 

 

 

 

 



7. On the “Completing the Certificate Import Wizard”, click the “Finish” button. 

 

 

 

 

 

 

 



8. You may receive a warning stating that Windows cannot validate that the certificate. 
a. Click the “Yes” button to proceed. 

 

9. You will receive confirmation that the certificates were successfully imported. 

 

 

 

 

 

 



10.  To verify that the certificates were imported, click the “Tools” menu option. 
a. Click “Internet Options” from the popup menu. 

 

 

 

 

 

 

 

 

 

 



11. In the “Internet Options” control panel, click the tab labeled “Content”. 

 

 

 



12. On the “Content” tab of the “Internet Options” control panel, click the “Publishers” button 
under “Certificates”. 

  

 

 

 



13. In the “Certificates” control panel, click the “Trusted Root Certification Authorities” tab if it is 
not already active. 

a. Scroll down and verify that “DoD Root CA 2” is listed, then click the “Close” button. 

 

14. Attempt to reach the site in question and see if you are now able to access it. 


